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Ansley

T he United States government has a 
plethora of agencies at its disposal 
to coordinate and enforce healthcare 

legislation. One agency, above all others, 
possesses the sole power to indict not only 
individuals, but companies that it views as 
having committed healthcare fraud. The 
Department of Justice (DOJ) is tasked with 
enforcing the law and defending the inter-
ests of the United States according to the law. 
The DOJ has recently estimated that health-
care fraud costs the United States more than 
$100 billion per year and growing. To that end, 
among the most frequently abused laws are 
the healthcare regulations.

To combat this fraud, the Health Insurance 
Portability and Accountability Act of 1996 
(HIPAA) established a national Health Care 
Fraud and Abuse Control Program (HCFAC) 
under the joint direction of the Attorney 
General and the Secretary of the Department 
of Health and Human Services (HHS). And, in 

2009, the DOJ and investigative agen-
cies established the Health Care Fraud 
Prevention & Enforcement Action 
Team (HEAT).

HEAT was designed to: 
(1) aggregate significant resources 
across government to prevent fraud, 
waste, and abuse in the Medicare 
and Medicaid programs; (2) reduce 
skyrocketing healthcare costs and 
improve the quality of care by rid-
ding the system of those preying on 
Medicare and Medicaid beneficiaries; 
(3) highlight best practices by provid-
ers and public sector employees; and 
(4) build upon existing partnerships 
between DOJ, HHS and their client 
agencies to reduce fraud and recover 
taxpayer dollars.

Medicare Fraud Strike Force
The Criminal Division of the DOJ has more 
than 40 prosecutors assigned to healthcare 
fraud matters across the country, primarily 
through the Medicare Fraud Strike Force 
(MFSF). In addition to pure manpower, 
the MFSF employs highly advanced data 
analysis to identify aberrant billing levels to 

by Greg Kelminson, JD and Jeff Ansley

The criminal regulatory 
framework

 » Have a direct chain of command when possible.
 » Constantly review, update, and enforce policies.
 » Implement and update employee training.
 » Perform both internal and external audits when feasible.
 » Integrate compliance into the company’s culture.

Greg Kelminson (Gregory.Kelminson@amgh.us) is Legal Director of 
Compliance at Air Medical Group Holdings, Inc. in Lewisville, TX.  
Jeff Ansley (jansley@bellnunnally.com) is Partner in the Dallas offices of 
Bell Nunnally LLP and head of the firm’s white collar defense and internal 
investigations practice.

Kelminson



888.580.8373  hcca-info.org  49

C
om

pl
ia

nc
e 

To
da

y 
 

 J
ul

y 
20

18

target suspicious billing patterns and emerg-
ing schemes. In fact, the MFSF’s tools have 
expanded to the point where they are obtain-
ing billing information and analyzing claims 
submission and reimbursement data from 
CMS in close to real time. 

The MFSF has filed almost 1,000 cases, 
charging more than 3,200 defendants who 
collectively billed the Medicare program 
more than $11 billion. In 2014, the DOJ made 
$2.3 billion in healthcare fraud recoveries, 
marking five straight years it has recovered 
more than $2 billion in cases involving false 
claims against federal healthcare programs 
such as Medicare, Medicaid, and TRICARE. As 
such, the government will continue to devote 
growing resources to 
its healthcare fraud task 
force because, unlike 
other areas, healthcare 
fraud enforcement 
allows the government 
to recover a large portion 
of the money that was 
fraudulently obtained. 

Lutemi Medical Supply
At the early stages, the 
MFSF’s targets were primarily low-level pro-
viders that often engaged in less complex 
and easier to detect frauds. For example, in 
July 2014, the owner and operator of Lutemi 
Medical Supply, a durable medical equip-
ment (DME) supply company, was convicted 
of conspiracy, healthcare fraud, and money 
laundering in connection with an $8.3 million, 
10-year Medicare fraud scheme. The evidence 
at trial showed that the defendant submitted 
fraudulent prescriptions for DME, primarily 
power wheelchairs and related accessories, by 
using street-level patient recruiters or “market-
ers” to find Medicare-eligible beneficiaries. 
The marketers then took the beneficiaries to 
doctors who prescribed medically unnecessary 

DME, and in return the defendant and her 
co-conspirators paid illegal kickbacks to the 
marketers and the doctors.1 

This early success helped bring additional 
resources to the MFSF that have targeted 
increasingly complex frauds. Accordingly, 
the MFSF has been able to devote more 
resources to combat healthcare fraud, includ-
ing increased efforts to investigate the larger, 
more complex healthcare frauds. Investigation 
and prosecution of the more complex frauds 
often puts hospitals, healthcare systems, and 
compliance professionals in the government’s 
crosshairs. The DOJ’s stated desire in prosecut-
ing these evasive frauds is to send a strong 
deterrent message to the public and also to 

recoup payments that 
simply do not exist in 
the lower-level frauds. 
Below are a few exam-
ples of the government’s 
recent trend in pursu-
ing hospitals, healthcare 
systems, and compliance 
professionals.

Tenet Healthcare 
Even though Tenet 

Healthcare Corporation previously agreed 
to pay a $513 million settlement in connec-
tion with a false claim case, it did not prevent 
criminal charges. In early 2017, John Holland, 
a former senior executive of Tenet, was 
indicted for his alleged role in a more than 
$400 million scheme to defraud the United 
States, and the Georgia and South Carolina 
Medicaid programs, by causing the payment 
of bribes and kickbacks in return for referring 
patients to Tenet hospitals. The indictment 
alleged that Holland concealed this scheme 
by circumventing internal accounting and 
compliance controls and falsifying Tenet’s 
books, records, and reports. Ultimately, these 
alleged kickbacks and bribes helped Tenet bill 

...MFSF has been able to 
devote more resources 
to combat healthcare 

fraud, including increased 
efforts to investigate the 

larger, more complex 
healthcare frauds.
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Medicaid and obtain more than $149 million 
in Medicaid and Medicare funds based on the 
resulting patient referrals.2 This case is still 
awaiting trial.

Additionally, two Tenet subsidiaries 
pleaded guilty to defrauding the United States 
and paying kickbacks and bribes in violation 
of the federal Anti-Kickback Statute (AKS), 
forfeiting more than $146 million. Specifically, 
in 2013 and 2014, the two subsidiaries were 
alleged to have paid bribes and kickbacks to 
the operators of prenatal care clinics serving 
primarily undocumented Hispanic women 
in return for the referral of those patients for 
labor and delivery medical services at Tenet 
hospitals. As a result, Tenet Health System 
Medical, Inc. entered into a non-prosecution 
agreement, requiring, among other things, 
an independent compliance monitor for 
three years. 

Forest Park Medical Center
At the end of 2016, founders and investors 
of the physician-owned hospital, Forest Park 
Medical Center (FPMC) in Dallas, other execu-
tives at the hospital, and physicians, surgeons, 
and others affiliated with the hospital were 
charged in a federal indictment stemming 
from their alleged payment and/or receipt 
of approximately $40 million in bribes and 
kickbacks for referring certain patients to 
FPMC.

FPMC was an out-of-network hospital. 
According to the indictment, the patients 
referred to FPMC were primarily ones with 
high reimbursing, out-of-network, private 
insurance benefits or benefits under certain 
federally-funded programs. Additionally, the 
defendants are alleged to have attempted to 
sell patients with lower reimbursing insur-
ance coverage to other facilities in exchange 
for cash. From 2009 to 2013, FPMC billed 
out-of-network insurance plans and programs 
well over half a billion dollars and collected 
more than $200 million in paid claims. 

Additionally, prosecutors allege doctors were 
allowed to invest in the hospital, based on the 
number of patients brought in, allowing them 
to profit from the volume of referred patients. 
Some of the defendants have pled guilty while 
the remaining defendants await trial.3 

Merida Health Care Group
Merida Health Care Group is a collection of 
healthcare entities that provide hospice and 
home healthcare services located throughout 
the state of Texas. The defendants are alleged 
to have caused kickbacks and bribes to be paid 
to medical directors for the Merida Group’s 
affiliated entities in exchange for certifying 
that patients qualified for services when, in 
fact, they did not, and for referring patients 
for such services. The defendants are also 
charged with fraudulently keeping patients on 
hospice services for multiple years in order to 
increase revenue from Medicare. This case is 
awaiting trial.4

Dawn Bentley
In June 2017, a Detroit-area medical biller was 
sentenced to 50 months in prison for her role 
in a $7.3 million healthcare fraud scheme. The 
jury found that Bentley, who was also ordered 
to pay $3.2 million in restitution, knowingly 
submitted fraudulent bills on behalf of physi-
cians for services she knew could not have 
been rendered, and for services she knew 
had not been rendered as billed. In exchange, 
Bentley was paid 6% of the total billings paid 
to the physicians by Medicare. 

Philip Esformes
Philip Esformes, the owner/operator of more 
than 30 skilled nursing and assisted living 
facilities (the Esformes Network), and his 
co-conspirators, a hospital administrator 
and a physician’s assistant, were charged 
with conspiracy, obstruction, money laun-
dering, and healthcare fraud in connection 
with a $1 billion scheme involving numerous 
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healthcare providers. According to the indict-
ment, Esformes had access to thousands of 
Medicare and Medicaid beneficiaries. Even 
though many of these beneficiaries did not 
qualify for skilled nursing home care or 
for placement in an assisted living facility, 
Esformes and his co-conspirators nevertheless 
admitted the beneficiaries to the facilities, 
where they allegedly received medically 
unnecessary services that were billed to 
Medicare and Medicaid. 

Esformes and his co-conspirators are also 
alleged to have enriched themselves by receiv-
ing kickbacks in order to steer the beneficiaries 
to other healthcare providers who performed 
medically unnecessary treatments that were 
billed to Medicare and Medicaid. The kickbacks 
were often paid in cash or disguised as chari-
table donations. This case is set for trial. 

How indictments affect compliance 
professionals 
The above cases demonstrate the need for 
strong compliance programs. It is clear that the 
government is willing to charge individuals as 
well as corporations. In the event that a corpo-
ration is charged, there could be resultant loss 
of jobs, dismissal of key personnel, and threat-
ened viability of the entity as a whole. 

Fraud can be conducted at all levels 
through a variety of mechanisms. As demon-
strated by the cases discussed in this article, 
the government charges billing entities, 
owners, and providers as well as corporate 
entities. Compliance professionals must be 
on continual alert for possible fraud, because 
early detection and action are key to an effec-
tive response.

An effective compliance and ethics program
In determining whether a corporation 
should be charged with a crime, the United 
States Sentencing Commission (USSC) has 
established guidance for the DOJ in deter-
mining whether a company has an effective 

compliance and ethics program.5 Among other 
things, the USSC Guidelines Manual states that, 
at a minimum, a company should have:

 · Standards and procedures to prevent and 
detect criminal conduct;

 · A governing authority that is knowledge-
able about the content and operation of the 
compliance program;

 · Assignment of specific compliance duties 
to high-level personnel;

 · Delegation of day-to-day compliance 
duties to specific individuals who report 
periodically to high-level personnel or the 
organization’s governing authority when 
appropriate;

 · Proper monitoring and auditing to detect 
criminal conduct; 

 · Evaluation of effectiveness of the compli-
ance program;

 · Anonymous or confidential reporting 
without fear of retaliation; and

 · After criminal conduct has been detected, 
procedures establishing reasonable steps 
to respond appropriately to criminal con-
duct and prevent further similar criminal 
conduct. 

Key takeaways 
The following are recommendations to assist 
a compliance team in pursuit of an effective 
compliance and ethics program.

Have a direct chain of command 
when possible
Under the Sentencing Guidelines and gen-
eral DOJ charging decisions, the existence 
of and consistent adherence to internal 
compliance procedures is paramount 
for health care companies. In connection 
with the structuring of such compliance 
programs, however, there is an ongoing 
debate as to whom a chief compliance 
officer (CCO) should report. Some believe 
a CCO should report to the board of direc-
tors or appropriate board committee, such 
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as an Audit Committee or Compliance 
Committee. Others believe that a CCO 
should report to a company’s general 
counsel (GC) but have access to the board 
of directors. Although either mechanism 
could justifiably comply with Section 
8B2.1 (Effective Compliance and Ethics 
Program) of the Guidelines Manual, it is rec-
ommended that the CCO report directly 
to the board of directors, which gives the 
CCO direct, independent, and unfettered 
access and ensures less filtering than if 
the CCO reported to the GC, who in turn 
reported to the board of directors. In fact, 
the Guidelines mandate that, when appro-
priate, the CCO reports directly to board of 
directors. 

Constantly review, update 
and enforce policies
A key component of the 
Guidelines is enacting, 
implementing, and updat-
ing an organization’s 
compliance program. 
The government is less 
concerned with how a 
compliance program is 
papered than how it is 
implemented. Thus, ensuring that poli-
cies are followed and enforced is essential. 
The Department of Health and Human 
Services (HHS), an agency that often works 
in tandem with DOJ, is a great resource in 
developing a compliance program. HHS 
developed a series of voluntary compliance 
program guidance documents6 directed 
at different healthcare industries, such as 
hospitals, nursing homes, and third-party 
billers, to encourage the development of 
appropriate internal controls. This is an 
invaluable resource, but it is only one of 
many that provide instruction regarding 
drafting and maintaining a proper compli-
ance protocol.

Implement and update employee training
Policies are only effective if they are followed. 
As such, it’s crucial that employees are aware 
of and adhere to company policy. Without 
proper training, there is little likelihood that 
an employee will: (1) act in accordance with 
company policy, and (2) identify and report 
instances of misconduct. As demonstrated 
by the cases discussed above, all employees 
including executives, office managers, provid-
ers, billing staff, and support staff must receive 
proper training. And, once again, HHS devel-
oped a series of materials, including provider 
compliance training slides that can be incor-
porated into an organization’s training. HHS 
training videos include how to report fraud, 
the importance of documentation, and compli-
ance program basics.7 

Internal/external audits 
when feasible
Not all organizations have 
the resources to hire inter-
nal or external auditors 
to run a variety of audits. 
However, organizations 
that perform audits not 
only have a more effective 
compliance protocol, but 

they also learn a lot about their performance, 
trends, and the direction the organization 
is headed. Numerous types of audits can be 
performed and it is essential that providers 
choose the proper audit. 

Integrate compliance into the 
company’s culture
A lot of companies claim they instill a culture 
of compliance, yet many times companies fail 
to practice what they preach. First and fore-
most, instilling a compliance environment 
requires the commitment of the top levels to 
understand what the CCO is trying to accom-
plish and how they can assist. CCOs can 
help reinforce the importance of compliance 

The government is less 
concerned with how a 
compliance program is 
papered than how it is 

implemented.
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and supply compliance-specific guidance as 
needed. Additionally, it may be beneficial 
for the CCO to be involved in the strategic 
planning of the company. A CCO can assist 
other executives to set a strategy that takes 
compliance into account by bringing his/her 
compliance perspective to the process.

Conclusion
Healthcare providers operate in an increas-
ingly complex and hazardous regulatory 
environment. As outlined above, the fed-
eral government has identified healthcare 
fraud — necessarily performed in close coor-
dination with healthcare providers — as an 
area of intense focus for criminal and civil 
prosecution. This focus results from the mas-
sive and growing amount of money passing 
through the healthcare system on an annual 
basis. Since this amount will only grow as 
the population ages and the relative costs of 
healthcare continue to rise, it follows that the 
government’s spotlight will continue to shine 
on healthcare providers and healthcare fraud 
prosecution. As a result, smart healthcare 
providers will be well served to conduct close, 
detailed reviews of their compliance programs 
and protocols to ensure that they stand the 
greatest chance possible of standing up to 
regulatory or criminal scrutiny. The engage-
ment of skilled outside healthcare counsel can 
ensure that providers are well positioned if 
and when that day comes. 
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